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EDUCATION 
George Mason University, Fairfax, VA      	  	 	 	 	 	         	 	 December 2027  

• Bachelor of Science in Cybersecurity Engineering, Minor in Information Technology  
• Relevant Coursework: Digital Electronics, Computing Digital Systems Engineering, Intro to Cybersecurity 

Engineering, Intro Computer Programming, Linear Algebra, Discrete Mathematics I, Analytic Geometry & 
Calculus III, Operating Systems, Computer Programming for Engineers,Object Oriented Modeling and Design 
	 	 	 	 	 	  

EXPERIENCE 
Undergraduate Research Assistant, George Mason University 	  	 	    	 	     	           Sept 2025 

• Engineering autonomous ground vehicle software utilizing large language models for intelligent grid layout 
planning and seamless integration of flight data 

• Developing advanced navigation and precision marking algorithms with sensor fusion and embedded 
programming, consistently achieving positional accuracy across challenging terrains. 

• Collaborating cross functionally to prototype, test, refine autonomous systems, enabling scalable, reliable 
deployment in dynamic field environments for live drone events 

Software Development Internship, South Asian Business Council of Virginia	  	 	    June 2025 - Aug 2025 
• Collaborated in an agile development environment to design, develop, and deploy Android applications from 

concept to production release. 
• Developed intuitive, frontend user interfaces using Kotlin, Python, and modern Android development tools 

and frameworks. 
Lead Cloud Engineer, George Mason University HACKFAX	 	 	             	     	    Oct 2024 - April 2025 

• Automated deployment pipelines and network observability tools using Microsoft Azure, integrated with 
IAM, NSGs, and telemetry pipelines. 

• Developed Infrastructure-as-Code (IaC) scripts and documented secure, multi-tier network topologies for 
repeatable use. 

• Incorporated security architecture principles into network design, applying cryptographic methods and IAM 
security practices. 

Lead Network Engineer, George Mason University HACKFAX          	   	 	   	 Nov 2023 - March 2024 
• Engineered and deployed network environments using Cisco Packet Tracer and IOS CLI, including network 

probes and endpoint configurations. 
• Performed penetration testing and simulated attacks to validate incident response workflows, integrating 

results into cybersecurity playbooks. 
• Introduction Launched in 2016, the IBM X-Force Cyber Range engages non-technical executive audiences in immersive cyber crisis scenarios. Our engagements help organizations pinpoint gaps and robust points in their reaction capabilities, enabling them to refine their strategies and cultivate a more resilient security mindset. A typical non-technical engagement gets the heart racing. We pull in different immersive elements to add pressure, an aspect often omitted in traditional tabletops. Participants need to respond to realistic phone calls, prioritize the different incidents at hand, collaborate with team members, talk to the “media”, and in general, react to a lifelike cyber crisis. Our technical experiences focus on cross-team collaboration between hands-on investigators and executive teams. The technical analysts must relay their findings efficiently to business teams so they can mitigate any operational impacts. So, what are we looking for in an intern? We are seeking someone who is:Curious and willing to ask questions, learn new skills and grow current ones Creative and able to come up with unique solutions for tough challenges Interested in cybersecurity, especially from a business perspective Passionate about storytelling, new tools and 

technology, and explaining the technical in a down-to-earth way Interested in how threat actors exploit generative AI for social engineering Your role and responsibilities During your internship, you can enhance your knowledge and gain professional experience by working on client projects. This role provides an exceptional opportunity to acquire new skills, gain insights into diverse industries, and embrace novel challenges for your future career. At IBM, we prioritize continuous learning, skill development, and personal growth within a culture of coaching and mentorship. As an intern, you'll experience this culture and could advance to our full-time Associates program based on results and performance Work experiences you could be exposed to: Work in conjunction with the X-Force Cyber Range team on immersive elements or add-ons to offerings such as our deepfake pipeline and content development  Research real-world cyberattacks and create engaging case studies for client engagements Create and develop technical demos to illustrate technical cybersecurity concerns to an executive audience; these may include operational technology virtualizations or attack flows Assist with the X-Force Cyber Range team to create the best possible 
experience for clients by helping day-of engagement support, demonstrating professionalism and client-focused approach Encouraged to think creatively and develop innovative ideas that enhance the immersion and impact for a memorable client experience Required education High School Diploma/GED Preferred education Bachelor's Degree Required technical and professional expertise Currently pursuing a university degree with a track-record of academic success Proficient in the Microsoft Office Suite Must possess curious, creative, and meticulous attention to detail Understanding of different Operating Systems and potential security vulnerabilities Knowledge of Python and Machine Learning Ability to troubleshoot and resolve technical issues that may arise during research Basic competency in video and audio editing Excellent writing and editing skills Preferred technical and professional experience Previous experience in cybersecurity Experience in Adobe Creative Cloud products such as Photoshop, Illustrator, PremierePro Knowledge of Powershell, Bash, and Linux Understanding of AI, Text-to-Speech, and Speech-to-Text technologies These positions are anticipated to begin in summer 2026. We have positions open in Washington, 
D.C. 

PROJECTS 
American Sign Language to Text Translator: 

• Developed a machine learning model using Python, TensorFlow, and Node.js, demonstrating high accuracy in 
real-time ASL translation from a webcam through continuous model improvements. 

• Implemented advanced image preprocessing and optimized training data to minimize classification errors. 
Accessibility Mapping Web App: 

• Designed and deployed a crowdsourced accessibility mapping application using React, TypeScript, and 
Google Maps API, enabling users to mark locations for accessibility features. 

• Developed and deployed a real-time tagging system, fostering increased user engagement and significantly 
enhancing data accuracy for accessibility mapping. 

• Optimized application performance, reducing API call latency and improving state management. 

SKILLS 
• Certifications: Cisco Certified Networking Associate (CCNA), CompTIA Network+, CompTIA Security+, AWS 

Cloud Practitioner, AWS AI Practitioner, CompTIA A+, CompTIA CSIS, CompTIA CIOS 
• Computer: Python, Java, C++, Go, C#, Perl, PowerShell, SQL, HTML5, CSS, JavaScript, React, PHP, Packet 

Tracer, Linux (Ubuntu & Kali), Windows (Home/Server/8/10/11), macOS, TCP/IP, DHCP/DNS, VLAN, VPN, 
OSPF, IPSEC, ACLs, SNMP, SMTP, Azure, Git, Data Visualization , Netflow, Splunk, Wireshark, Grafana 

• Security & Systems: Network Security, Cryptography (AES, RSA, PKI), Security Architecture, Threat 
Modeling, Incident Response, IoT Security, Artificial Intelligence, Machine Learning, Deep Learning, Neural 
Networks, Edge AI 

• General: Communication, Leadership, Teamwork, Problem solving, Critical thinking, Management, 
Organization, Networking 


